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Abstract
In August 1994, the Prime Minister of Sweden, Carl Bildt, publicly announced the 
formation of The Information and Communication Technology Commission. This 
was an advisory commission, comprised of ministers in Bildt’s government cabinet 
as well as invited experts and entrepreneurs.  The formation of the ICT Commission 
has been understood as a pivotal moment in Swedish policymaking within the ICT 
area. However, an underappreciated part of the ICT Commission’s history is that 
while it is generally acknowledged that the introduction of ICT in the 1990s was 
positively received by political elites and intellectuals, public scepticism toward ICT 
was a known problem and something the commission needed to address. Inspired by 
the concept of sociotechnical imaginaries (STIM), developed by STS scholars Jasanoff 
and Kim, the ICT Commission can be interpreted as a sort of state-financed “embed-
ding activity” meant to overcome public scepticism of perceived risks, and to gather 
around a common vision of the future. Starting from a STIM perspective, the aim of 
this article is to deepen our understanding of this period in Swedish ICT policy-
making, and its consequences. Studying the way the ICT Commission addressed 
topics of surveillance, personal integrity and metadata is important in that it provides 
a new and more complex perspective on the commission’s work and its public role. 
The article also connects the commission’s history to contemporary discussions about 
surveillance cultures and asks if the Commission – in a longer perspective – can be 
said to have fostered a positive attitude toward data sharing.

Keywords: information age, information society, Carl Bildt, surveillance, personal 
integrity, metadata, ITC Commision, computers
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Introduction

In August 1994, the Prime Minister of Sweden, Carl Bildt, publicly 
announced the formation of The Information and Communication 
Technology Commission (hereafter the ICT Commission). This was an 
advisory commission, comprised of ministers in Bildt’s government 
cabinet as well as invited experts and entrepreneurs. According to Bildt, 
the ICT Commission would be an important tool to propel Sweden into 
a new information age driven by IT, reforming the faltering Swedish 
export industry in the process.1 However, state initiatives to introduce 
new technologies are always controversial to some extent, and Bildt’s 
initiative was no exception. While it is generally acknowledged that the 
introduction of ICT in the 1990s was positively received by political elites 
and intellectuals, public scepticism toward ICT was a known problem and 
something that the commission needed to address.2 At the time, the 
government was well aware of scepticism toward ICT in the private sector, 
among ordinary citizens, and in the lower echelons of state governance, 
and the commission’s directives were formulated accordingly.3 The ICT 
Commission’s objective was “to facilitate widespread use of information 
and communication technologies.”4 

The ICT Commission would encounter many problems during its 
lifespan, and in retrospect, it has been seen as a failure, both by its members 
and by scholars studying their work, for not being able to initiate effective 
policy changes.5 However, an overlooked aspect of the ICT Commission’s 
legacy is the way it worked to promote specific attitudes toward ICT.  
While the ICT Commission had difficulties in terms of political influence, 
the commission’s activities and reports between 1994–2003 offer interest-
ing insights into how the topic of personal integrity and surveillance was 
understood at the time. New concepts, such as metadata, were de bated 
around the turn of the millennium and new ideals of the information age 
made inroads into politics. At a higher level, this also sheds light on the 
interplay between the emergence of sociotechnical imaginaries and surveillance 
imaginaries on the decades to come.

When the ICT Commission started working, the fall of the Berlin Wall 
and the collapse of the Soviet Union had occurred only a few years earlier, 
and memories of state surveillance in the name of national security were 
still fresh. State-ordered surveillance activities of citizens from the late 
Cold War period were brought into the open and criticised in news media 
in the early 1990s.6 Moreover, the last time the state attempted to introduce 
major technological reforms, the so-called ADB reform during the late 
1970s, criticism had been massive, with widespread fear of state surveillance 
and infringement of personal integrity. 7 In other words, if ICT was to be 
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embraced fully in the “new reality” of the 1990s that the Bildt government 
envisioned, people needed to be convinced that integrity and surveillance 
issues were nothing to worry about. This was a major task set out by the 
ICT Commission, if not the one.8 

Inspired by STS scholars Jasanoff and Kim, the ICT Commission can 
be interpreted as a sort of state-financed “embedding activity” meant to 
clear the ground for a new sociotechnical imaginary (STIM). STIM can be 
defined as a coherent utopian industrial vision, supported by developments 
in science and technology combined a common set of values, which also 
usually come to affect social and cultural life.9 Embedding activities are 
part of the introduction of a new STIM, and can be described as a form 
of lobbying and ideology-producing activity, which functions as a way of 
clearing the ground for the adoption of a particular STIM.10 Arguably, 
Bildt’s vision of the future can be described as a sociotechnical imaginary 
in which Sweden aimed to become a leading global actor – an IT nation 
– in high-tech industrial exports, and the ICT Commission was his primary 
tool for embedding this idea in the public sphere. According to Bildt, 
Sweden needed to confront the “new reality” of the 1990s and what the 
coming information age demanded: neoliberal economic policy 
transformations and adjustments to international standards through the 
internationalization of education, research, and business. In turn, this 
would be possible only by embracing new information technologies at all 
levels of society.11 

A core element of sociotechnical imaginaries is that influential stake-
holders are eager to address ideas of risk and find arguments and solutions 
to mitigate them, which was exactly what the ICT Commission was set 
to do.12 Through the lens of sociotechnical imaginaries, this study thus 
investigates how the ICT Commission understood concepts related to the 
risks of ICT adoption during the commission’s lifespan, 1994–2003. More 
specifically, the article analyses the way the ICT Commission addressed 
the topics of surveillance, personal integrity and metadata – and how they 
tried to reframe public concerns around these issues as something positive 
and in-line with the STIM they were set to launch. 

For the commission, Internet security and integrity issues became 
 prioritized topics and remained so until the end; however, how the Com-
mission addressed these topics has not been studied.13 In the con cluding 
discussion, the commission’s history will be connected to contemporary 
discussions on Internet security and the introduction of AI. As David Lyon 
has argued, today, we live in a surveillance culture in which the sharing of 
data and personal information has become normalized and is essential to 
the digital economy.14 By examining the ICT Commission’s discussions 
on integrity, surveillance issues, and metadata, I argue that the kind of 
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sociotechnical imaginary its members pursued laid the groundwork for a 
positive attitude toward surveillance culture decades later. It is also im-
portant to note that the focus on issues of integrity and surveillance, state 
politics, and governance, partly separates this work from earlier histories 
of computing, which have a long tradition of scholarship in Sweden and 
elsewhere.15

Material and approach

Altogether, the ICT Commission has produced more than 100 reports 
and memos, and these publications constitute the core empirical material 
for this article. The character and scope of these texts vary, from full-sized 
reports written by scholars and experts to loosely drafted protocols from 
hearings with invited guests, such as tech entrepreneurs, politicians, or 
journalists. This variation mirrors the visionary and networking ideals of 
the ICT Commission, as well as the broad scope it was given in the govern-
ment directives.16 Nevertheless, the material gives a disparate impression 
because it is unclear what the ICT Commission argued for as a whole. The 
political stance taken on specific issues is clear only occasionally. For the 
most part, the recommendations are in the shape of guidelines and abstract 
future goals.17 Moreover, not all reports were written by the members of 
the commission. In some instances, they ordered reports from external 
consultants they found interesting or progressive, such as Kairos Futures, 
a consultant firm specialized in scenario analysis, or CEPRO, also a 
consultant management firm.18 The topics of the reports were also quite 
disparate. Some were speculative and visionary, on a high abstraction level, 
whereas others were in-depth research reports on specific technical topics.19 

Thus, the report library should not be understood as a coherent mass 
of ideas, rather an agora that provided a space to discuss ideas about the 
future of the ICT society.20 Although the industrial future was clearly a 
somewhat coherent vision and built into the working principles of the 
Commission, the sum of the commission’s ideas seems incoherent, out of 
focus, and highly the result of the interests of individual Commission 
members. Consequently, discussions within the commission took quite 
different forms during this period. After the millennium shift, the ICT 
Commission would argue that their earlier period was characterized by a 
focus on ICT-infrastructure – hardware – while the later part had a greater 
focus on information processing and digitisation, but this is also reflective 
of which members were left at that point, and their ideas (more on this 
below, in section “Metadata…”).21 One of the reasons for the heterogenic 
character of the Commissions publications was the Commission’s vague 
directives and the fact that members varied over time. Some pursued 
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different agendas, or had their own pet projects within the Commission.22 
For this article, not all the Commission’s documents and reports have 
been analysed. Approximately 25 (out of 100) have been selected based 
on whether they were meant to address a wider public, which can be 
considered an embedding activity, and whether they in some way addressed 
the three main risk topics of this study: surveillance, personal integrity, 
and metadata.23 Four semi-structured interviews have also been conducted 
to gather some contextual information about the inner workings of the 
Commission.

The ICT Commission 1994–2003: 
Background and context

As other scholars have shown, the ICT Commission was a novel entity in 
Swedish politics because of its emphasis on networking activities and 
“visionary meetings” rather than focusing on in-depth reports and specific 
problems.24 In that sense, it was a clear break from Sweden’s political 
traditions in that it did not consist of a parliamentary committee tied to 
a specific minister or department. Usually, ahead of large reform programs, 
governments in Sweden instigate large governmental commissions to gain 
expert advice and gain consensus in parliament before presenting sharp 
proposals.25 These governmental commissions are often tied to a specific 
department and are meant to address a particular field or topic that directs 
the investigative work of the commissions. This had been the case, for 
example when integrity issues and computers were discussed in the 1970s 
and 1980s.26 Earlier attempts to form committees to develop the use of 
computers in research or governance had similarly been tied to specific 
departments.27 

The ICT Commission’s organisational structure was unique in Swedish 
computing history but also diverged from traditional political reform 
practices. Inspiration came from US economic thought, as well as recent 
political initiatives across the Atlantic, such as the “Gore Bill” of 1991 and 
President Clinton’s instigation of an advisory council on information 
technology infrastructure in 1993 (often referred to as PITAC).28 Similar 
to Clinton’s advisory council, the ICT Commission was established at the 
central government level, with five participating ministers. Unlike earlier 
attempts to introduce computing into state governance, it had no clear 
objective beyond its inspirational and advisory role. Over time, political 
representation changed, and the directives became somewhat more fo-
cused in the second, third, and fourth versions of the Commission. Never-
theless, it remained solely an advisory board without clear ties to any 
particular department. In this sense, its organisational structure remained 
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consistent throughout the period, even as Bildt’s right-wing government 
was replaced by a social-democratic administration.29 

The ICT Commission’s role was also unique in that it was not meant 
to come up with sharp proposals, such as investments in large-scale infra-
structure or subsidies for construction, as had often been the case earlier.30 
There was never any clearly defined problem to solve for the commission 
in 1994, other than overcoming general reluctance and promoting the use 
of computers. This way of shaping the commission’s role can be seen as 
reflective of the political-ideological undercurrents of the time.31 The 
vagueness of the Commission’s directives reflected a trend in the post-
Cold War political environment that promoted neoliberal market eco-
nomics and minimal state control. Social scientists Paula Blomqvist, 
 Matilde Millares, and other scholars have shown how market oriented 
ideas about the effectiveness of decentralization and privatization, char-
acterized many reforms during this period, and the ICT Commission 
mirrors that trend.32 As the Commission’s initial report stated, the ICT 
Commission was not formed to implement “commando politics” from 
above but rather to inform, educate, and inspire Swedes to adopt a digital 
lifestyle and thus let the market do the work.33 Similarly, the ICT Com-
mission’s primary focus was on education, information, and on inspiring 
users to adopt technologies and companies to produce digital services, 
rather than to propose large-scale infrastructural projects.34 There also 
seemed to be a general understanding of the subsequent social demo-
cratic governments that followed from 1994 to 2006 that the IT revolution 
should be driven mainly by market demands, and that the state had only 
a limited role in this.35 Thus, the focus on market economics was not tied 
only to right-wing politics at this time, even though Bildt had used the 
opportunity to criticize Keynesian social-democratic economic policy in 
the past.

It is important to note that this did not mean that the state or government 
agencies had no role in the development of ICT, but rather that the state 
was not expected to lead, except symbolically. For example, Bildt’s initial 
report put a lot of emphasis on creating effective welfare bureaucratic 
systems through ICT that would inspire the private sector to develop 
better services, so-called “lighthouse projects.”36 In this way, Bildt’s pro-
posals also mimicked earlier social democratic governments’ attempts to 
modernize the welfare sector.37 Nevertheless, it was important for them 
to point out that these projects had to be made in such a way that they 
would not form monopolies or disturb the market forces.38

Furthermore, the emphasis on privatization and market economics 
should be seen in the context of the economic situation of the 1990s. A 
major argument for the introduction of the ICT Commission was to 
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strengthen Sweden’s position in the global market for high-tech exports 
and, in the process, solve the problem of rising unemployment.39 Faltering 
exports for Swedish industries, coupled with a severe banking crisis during 
the early 1990s had also strained the Swedish economy for years to come.40 
Bildt’s political project, the sociotechnical imaginary that he pursued, and 
the subsequent social democratic government’s involvement in the ICT 
Commissions that followed, was thus as much an attempt to regain 
economic-industrial momentum internationally through neoliberal 
economic reform, as it was techno-utopianism.41 In this sense, the 
formation and character of the ICT Commission from 1994 to 2003 can 
be summarized as a result of a triad of trends: technological utopianism 
with new information and communication technologies at its core, neo-
liberal economic thought, and domestic economic policymaking.

The ICT Commission’s position in relation to the topics of this article 
reflects their struggle to maintain their focus. From the first report onward, 
security and integrity issues were high on the commission’s agenda, but 
there were few examples of focused discussions on these topics.42 An 
exception was a debate about personal integrity that surged in 1996–1997, 

Fig. 1. The ICT 
Commission’s first 
report had a cover which 
showed the image of 
Nike, the goddess of 
victory, against the back-
drop of a computer.
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which was related to new propositions presented in the Swedish parliament. 
Certain members were engaged in these topics (see below). However, no 
report in the commission’s own publication list was specifically devoted 
to issues of surveillance, personal integrity, or metadata, nor did any report 
provide an overview of these topics. 

However, all reports had two things in common. First, the primary 
objective was, after all, to propel Sweden into the ICT age.43 This core idea 
constituted the commission’s most basic objective and it never changed. 
Second, entry into the ICT age was to be achieved in the most decentralized 
and user-focused manner possible, most notably through advisory and 
information-dissemination activities. The agora metaphor used above to 
describe the ICT Commission was, in this way, instructive in that it not 
only gave meaning to how the ICT Commission was formed but also 
described the character of its work. This was an open space for new ideas. 
People came and went, and, as long as members were loyal to the core idea 
(including being optimistic), they were free to express and pursue their 
ideas within the walls of the agora. The downside was, of course, that no 
one took full responsibility to form a coherent program, and it is very 
difficult to give a simple characterization of what the ICT Commission 
argued for. As we shall see, only toward the end of the commission’s 
lifecycle was it possible for them to form and promote a somewhat coherent 
vision of how Sweden would reach the techno-industrial goals formulated 
by Bildt.

Surveillance of citizens as a thing of the past

Turning to how surveillance issues were discussed more concretely, one 
can say that interest in this topic was lukewarm and mainly of interest for 
the Commission during its first years. To understand this, it is important 
to consider the transformation of surveillance as a concept between the 
1970s and the 1990s. Discussions on citizen surveillance have a long his-
tory in Sweden, and at various points in time, they have evoked public 
debate and controversy.44 In the Cold War context of the 1970s and the 
early 1980s (the last time this had been discussed), public debates on sur-
veillance often took the form of anti-establishment critiques.45 This, in 
turn, was in line with the zeitgeist of the time and, more specifically, the 
radical ideals of the 1960s. For example, criticism of the government’s 
Automatic Data Processing-reform [ADB reform] of the 1970s was an attempt 
to strengthen individual freedom in a political environment dominated by 
strong state and welfare politics.46 In other words, the relationship between 
citizens and the state was at its core. The state was understood as powerful 
and the actor most interested in surveying its citizens.47 The legislation 
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that emerged from the debates of the 1970s was intended to regulate this 
relationship and secure the balance between individual citizens and the 
state. 48 A very concrete example of how state surveillance sparked contro-
versy came in 1973 when two journalists exposed an espionage section of 
the national Security Services that was devoted to registering attendees at 
political meetings of socialist groups, the so-called “IB-Affair.”49

In the 1990s, however, when the emergence of new communication 
technologies could have ignited similar debates and criticism as in the 
1970s, the political culture had changed quite dramatically. Surveillance 
was not as relevant during the 1990s as it had been. As historian Andreas 
Marklund has argued, the 1990s was a period when state surveillance was 
considered a relic of the Cold War, and something frowned upon.50 In 
Western democracies, the strong state also declined in popularity — partly 
as a consequence of the cultural whirlwind caused by the fall of the Soviet 
Union — and efforts were aimed at privatization of welfare services and 
decentralization of government responsibilities.51 As mentioned before, 
in Sweden, this belief in market solutions in both left- and right-wing 
political parties led to the privatization of healthcare, education, and 
communication services.52 The responsibility for education and internal 
security was decentralized and placed on municipalities and independent 
government agencies. Symbolic industries, such as the Swedish telecom 
monopoly, were deregulated and privatized during this period.53 Prime 
Minister Bildt later argued that Sweden went beyond any other country 
in the IT sector.54 In terms of security, civil defense and military defense 
were also downsized and decentralized.55

In this context, the political focus regarding surveillance and security 
issues in general was very different from earlier periods. Discussions were 
aimed at the relationship between private business and citizens, rather 
than solely between citizens and the state. The negative connotations of 
surveillance, previously associated with state activities, only occasionally 
surfaced in this context. Therefore, the meaning of surveillance within the 
confines of the ICT Commission’s intellectual agora, was quite different 
from what it had been a couple of decades before. 

Consequently, discussions on security issues focused on market-related 
topics such as identification over the Internet and transactions between 
consumers and service providers. For example, how could companies 
verify the identity of individuals by placing orders on their websites? How 
could consumers verify the authenticity of the company behind a website? 
Could this new realm of digital communication be trusted? What if 
consumers spread false information about services or products on the 
internet?56 Additionally, credit card fraud was a significant public concern 
in relation to Internet use.57 From a market perspective, addressing these 
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issues was crucial to empowering entrepreneurs and facilitating market 
mechanisms at the grassroots level, requiring a robust regulatory frame-
work for business and trade. 

In line with Marklund’s argument, when the topic of state surveillance 
arose, it was viewed as a concept destined to become obsolete in the future, 
given that an emerging Information Society would foster citizen partici-
pation, serving as a bulwark against undemocratic practices. One report 
argued that the Internet would bring politics closer to the people, creating 
“new public spaces” [offentliga rum] for political discourse and lowering 
barriers to political engagement.58 State and politically motivated surveil-
lance was occasionally mentioned as risks, but mainly as part of broader 
concerns related to countries lacking strong democratic traditions, such 
as China and Burma.59 Furthermore, it was believed that democratic activ-
ists held an advantage in such scenarios because of the Internet’s anonym-
ity and global reach, consistently working in their favor.60 The inherent 
market mechanisms of the information age, was seen as empowering this 
trend.61 In the introduction of the report “How can a new infostructure 
drive e-Sweden?” [Hur blir en ny infostruktur motorn i e-Sverige?], the 
Internet was described as a “universal marketplace – open, efficient, trans-
parent – and simultaneously a counterbalance to bureaucracy, protection-
ism, monopolization, and narrow-mindedness.”62 Here it is clear how the 
introduction of a certain technological regime (STIM) was associated 
with, and was perceived as a reinforcing certain positive cultural values, 
such as citizen participation and democracy and that the ICT Commission 
was eager to funnel this message in their reports.

Surveillance as service 

This, however, did not mean that surveillance as a topic was not discussed 
by the ICT Commission at all, instead it took other forms. While state 
surveillance was perceived as a thing of the past, members of the ICT 
Commission could simultaneously promote a sort of positive surveillance 
state, one in which surveillance was part of the commercialisation of ICT 
products. Surveillance could be discussed as a service used by the welfare 
apparatus or by private consumers.63 

As these things were discussed, it was believed that only the imagination 
would set limits to what could be done in the future. If the entry into the 
Information Age was successful, the potential positive effects of new 
digital services would be immense. With reference to the Social Democratic 
Worker’s Party’s welfare state program of the 1930s, one author noted 
that a “digital people’s home” [digitalt folkhem] awaited ahead.64 Part of 
the ICT Commission’s rhetoric also drew on earlier infrastructural 

Fig. 3. According to this suggestive imagery provided by the ICT 
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projects, such as the “Five megabit for everyone in all of Sweden” (figure 
2–3), sounding similar to older social democratic welfare reforms.

An important change, however, was that the state was no longer the 
main service provider, as had been the case with railway networks and 
telephones in the past. Private companies would provide these services, 
and the ICT Commission argued that deregulation of the IT market was 
pivotal in making this possible.65 The state would produce backbone in-

Fig. 2. The future information age will allow you to live anywhere while 
working elsewhere. It would take until the Covid-19 pandemic of 2020 until 
this lifestyle was tested in full. www.itkommissionen.se [accessed 2024-10-23]

Fig. 3. According to this suggestive imagery provided by the ICT Commis-
sion, the media services of the future will allow you to consume whatever 
TV-shows you prefer, anytime. This was one of the few promises that actually 
became reality. www.itkommissionen.se [accessed 2024-10-23].
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frastructure, the highways of the Internet, and the rest would be left to 
market forces. In this industrial IT-service dreamscape, there were no 
 limits to what could be done, and optimistic visions allowed only oppor-
tunities. For example, in some reports from the ICT Commission, uto-
pian industrial visions built on the idea of data transfer and surveillance 
in the shape of “smart shirts” that could send and process information 
about the surroundings, or other systems as part of the industrial appara-
tus, as well as new electronic devices (reminiscent of the smartphones of 
the 2010s).66 Reports such as “The PC is dead – Long live the PC!: New 
possibilities for Sweden” and the report series “Our digital service  society: 
Vision 2011+” contained visions of this kind, touching on all sectors of 
society.67 Thus, the construction of a sociotechnical imaginary that could  
world of data surveillance activities, but in this context, the Commission 
saw them as commercial and entrepreneurial opportunities and not risks.

Personal integrity: 
The culture of the internet and the willingness 

to conform to the EU

Looking towards the debate on personal integrity on the Internet during 
the 1990s, many of the same trends that could be seen in the case of 
surveillance apply. Reports from the ICT Commission often commented 
on personal integrity, claiming it to be one of the key issues that the new 
IT age had to deal with, but rarely discussing it beyond that.68 This was a 
future problem to handle, and it was certain that the rise of IT would 
inevitably put pressure on privacy issues. However, the mechanism by 
which such problems should be addressed remained unclear. Consequently, 
during the first years of the ICT Commission’s work, discussions about 
personal integrity were thematically closer to consumer rights and 
economic crime than personal integrity in the form of data security and 
freedom of speech.

Toward the end of the 1990s, however, conversations about personal 
integrity changed dramatically. Within the ICT Commission, the  general 
trend shifted toward a focus on information and data rather than  material 
technology, placing soft issues on the agenda. The EU also played a sig-
nificant role in this transformation. A watershed event was the introduc-
tion of a new EU-streamlined legislation, Personal Data Protection legislation 
[Personuppgiftslagen, PuL], SFS 1998:204. This legislation presented a 
critical problem for the ICT Commission to address: How could the 
freedom of speech on the Internet, and by extension the sociotechnical 
imaginary the Commission tried to embed, be reconciled with the de-
mands of the EU?
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The background was the EU Directive 95/46/EG of 1995. This directive 
aimed to streamline European countries’ Data Protection legislation to 
produce less friction in the European IT market. As Sweden entered the 
EU that same year, it soon became clear that some aspects of the old leg-
islation from the 1970s were incompatible with the new EU directive. This 
needed to be resolved immediately, prompting the government to set up a 
new commission of inquiry that in turn would suggest a law proposal 
aligned with the EU’s directive. The commission, named Data Protection 
Committee [Dataskyddskommittén], published its report Integrity, the public 
sphere, and information technology [Integritet, offentlighet,  informationsteknik] 
in 1997.69 Their proposal for the new law caused some debate, but in the end, 
a majority in parliament accepted the proposal more or less as is. In 1998, 
a new jurisdiction was in place, and by the start of 1999, it was actuated.70

From the newspaper journalists’ point of view, however, this new leg-
islation was argued to be counterproductive and absurd in the most 
 general sense, eventually causing the ICT Commission to join in and calm 
the waves.71 Given the wording of the law, its implementation was too 
strict, causing outrage from journalists and pundits in the cultural and 
political spheres.72 In particular, PuL’s inability to provide a clear demar-
cation line between what was sensitive information and information 
 already known by other means or of no sensitive character meant an 
infringe ment of the freedom of speech.73 Authors and journalists claimed 
that if interpreted to the letter, the new law would make any attempt to 
produce anything of value on the Internet impossible. Theoretically, men-
tion of a name would, for example, be prohibited without explicit consent 
from the person mentioned. It was argued that this would cause a variety 
of bizarre situations in which citizens were, for example, not allowed  
to mention a politician’s name in a text on the Internet if they were not 
doing journalistic or artistic work. A statement like “Göran Persson is the 
Prime Minister of Sweden” written on a webpage, would not be allowed.74 

Opposing politicians also picked up inconsistencies in the new law, 
resulting in a few memorable episodes. To make a point about the new 
law’s absurdity, the former conservative Prime Minister (and instigator 
of the very first ICT Commission), Carl Bildt, now in political opposition 
(1998), reported himself after sending out a newsletter to his fellow  party 
members in which several names were mentioned without explicit con-
sent.75 Publicly, PuL also resulted in a short but intense outcry from 
 authors, entrepreneurs, public intellectuals, etc. Their main argument was 
that they wanted an Internet free of state meddling. The “Don’t touch my 
Internet” campaign that came about during the PuL debate is a good 
example. Over two months, the organizers gathered 40,000 signatures 
and 30 private companies for support.76 
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Although not involved in the report that developed the new legislation, 
the PuL debate eventually involved the ICT Commission. The ICT Com-
mission organized several hearings and ordered reports to make sense of 
the debate, and attempted to address how to solve these issues.77 Judging 
from the recorded hearings, the ICT Commission’s seminars tended to 
follow the same lines as the general public, but had a much deeper under-
standing of the political realities involved.78 Professor and integrity 
 researcher Peter Seipel, the chairman of the ICT Commission, was one of 
the leading figures in the debate. He also publicly presented his ideas in a 
much-cited newspaper article.79 From the ICT Commission’s perspective, 
public debates were caused by the bureaucratic lethargy of PuL, not be-
cause of the government’s inability to understand what was at stake. The 
EU directive was developed during the commercial Internet’s infancy in 
1991. However, between 1991 and 1998, the nature of the Internet, its 
use, and the culture surrounding it changed profoundly, meaning that the 
new PuL (and the EU directive it was built on) was badly adapted to 
contemporary circumstances.80 

Nevertheless, when writing recommendations to the government, the 
ICT Commission did not argue for the complete withdrawal of the law. 
Instead, they suggested that the PuL should be fine-tuned over time. This 
recommendation might seem counterproductive, but must be seen in the 
context of Sweden’s diplomatic situation. Sweden became a member of 
the EU in 1995, and as a new member state, both Swedish politicians and 
the ICT Commission may have been eager to conform.81 In this sense, the 
ICT Commission, and perhaps most importantly, director Peter Seipel, 
took on a negotiating expert role. They defended the government from 
public outrage while also promising that Sweden’s future as an IT nation 
was not threatened and that a middle way could be achieved by making a 
liberal interpretation of the PuL legislation. As Seipel claimed: “How far 
freedom of speech goes before the regulations of PuL will gradually be 
clarified through application directives and case law.”82

This can be contrasted with the debate in the 1970s. As mentioned 
earlier, the so-called “ADB” (Automatic Data Processing) debate of the 
1970s focused on concerns about state control. By contrast, the public 
debate surrounding PuL in the late 1990s was not anti-modernist and was 
considerably less intense.83 For the ICT Commission, the challenge was 
to ensure that the legislation remained usable while meeting the EU 
requirements. Only months later, the government initiated a revision of 
some of the wording in PuL to allow for greater freedom of speech on the 
Internet.84 With these changes, the sociotechnical imaginary envisioned 
by the ICT Commission remained viable and legislation could be retained.
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Metadata: Opening a new mining operation 
by building “infostructures” after the 2000s

Finally, how were metadata discussed in the 1990s and the early 2000s? 
When introduced into the ICT Commission’s vocabulary in 2000, it was 
greeted with great promise and seen as a crucial tool for the next phase of 
ICT policies. Until the turn of the millennium, focus had been on the 
build-up of Internet hardware in the material sense – creating backbone 
infrastructure. During the mid-1990s, initiatives such as FTTH (Fiber to 
the Home) technology were promoted (see the “five megabit…” project 
above).85 The government also implemented PC reforms, providing tax 
subsidies to households for purchasing personal computers.86 In this con-
text, the classification of data, metadata, databases, and related issues of 
personal integrity posed few concerns.

After the millennium shift, it became evident that the mere presence of 
computers and Internet connections did not automatically generate 
economic growth. The dotcom bubble of 2001 was a pivotal event that 
underscored this, leading to a prolonged lack of confidence in the 
development of ICT businesses, recognised by the ICT Commission.87 
Globally, promises surrounding the Internet and its perceived impact, 
which had shaped much of the political discourse of the 1990s, became 
weaker.88 Simultaneously, it is important to note that the private use of 
PCs and the Internet had significantly increased among the general public. 
Even if the stock market became volatile and uncertain, the actual use of 
the Internet grew substantially. This shifting landscape provided the ICT 
Commission with a markedly different context for their initiatives.89 

In response to these developments, the ICT Commission endeavoured 
to establish a new set of guidelines for Sweden known as “Broad Services” 
[Breddtjänster].90 This was the last such effort. By its fourth iteration, the 
ICT Commission had evolved into a smaller, more focused group of 
experts, a transformation likely pivotal to their ability to conceive and 
advocate for this, one of their most coherent programs. The central tenet 
of Broad Services was to advocate for “more I than T,” emphasizing the 
structured exchange of various forms of information over the expansion 
of hardware.91 The ICT Commission argued that the previous focus on 
the physical aspects of IT had created a problem: while computers and 
Internet infrastructure were widespread, there was a shortage of usable 
services for the public. The next challenge they posited was to build an 
information infrastructure analogous to the physical infrastructure 
developed in the 1990s. Drawing on communication research, the ICT 
Commission proposed the concept of “infostructure” a concept partly 
opposed to material infrastructure.92 During this phase, the ICT 
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Commission began to delve more deeply into the understanding and 
necessity of metadata, which was the basis of the infostructure. In one of 
their earliest reports (2000) on this topic, they claimed that “Future 
services will require new information as well as metadata databases. […] 
the ‘soft infrastructure’ [is] necessary to provide the dynamic service 
development that is important for future economic growth.”93

Infostructure was envisioned as a catalyst for entrepreneurs to innovate 
various IT services that could drive increased Internet usage, and metadata 
was a central component. Authors within the ICT Commission contended 
that Sweden’s longstanding tradition of record-keeping represented an 
untapped “goldmine” ripe for exploitation.94 To make these registries 
accessible to entrepreneurs for commercialization, data must be structured, 
categorized, and standardized to facilitate seamless transfers between 
different sources. It was essential for databases to communicate with each 
other, with metadata emerging as a critical component in achieving this 
goal.95

Although metadata was viewed positively in this context, their utiliza-
tion posed challenges. Opening registries and making substantial amounts 
of information available for commercial purposes raised sensitive issues 
regarding integrity, which had also been a focal point of debates in the 
1970s and the 1980s. In the Broad Services report, the ICT Commission 
acknowledged these concerns to some extent. For example, it argued that 
personal integrity should be “protected” from a legal standpoint. How-
ever, such assurances often seemed tokenistic, as the authors simultane-
ously asserted that many of these legal issues were “a matter of interpreta-
tion” and that ultimately, “legislation had to adapt to the demands of the 
information society.”96 The choice was clear: embracing a more permissive 
stance on data sharing or rejecting the Information age altogether. This 
perspective may also have alluded to the recently concluded PuL debate, 
during which the ICT Commission contended that Sweden could become 
a leading industrial IT nation within existing regulations and that many 
issues could be addressed through practical implementation and interpre-
tation. 

The ICT Commission’s final report, Breddtjänster, was published near 
the end of its nine-year tenures. Its impact on future policy making remains 
uncertain. In the years following the turn of the millennium, subsequent 
politically commissioned inquiries shifted focus to “digitalisation”.97 This 
concept shared much with the ICT Commissions’ focus on infostructures 
and metadata, emphasizing a transition toward software and databases 
rather than the physical infrastructure of previous years.98
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Conclusion

The vision of becoming an IT nation, propagated by the ICT Commission 
in 1994, began as an optimistic, neoliberal, and market-oriented construct. 
It was driven by a sociotechnical imaginary that valued market mechanisms, 
conformity to international standards and EU norms, and the potential 
of emerging technologies. In terms of surveillance, the prospect of ICT 
commercialization offered the interpretation that surveillance was a part 
of that service. The Commission’s members perceived state surveillance 
of ordinary citizens as either inconceivable or reconcilable. The ICT 
Commission also promoted a liberal mindset toward integrity legislation. 
Attempts by the state to regulate personal integrity in line with EU 
standards faced a backlash, yet leaders of the ICT Commission argued 
that existing legislation could be interpreted favourably in order to 
accommodate the emerging IT nation. As policymaking in the IT sector 
shifted toward “infostructures” around the millennium shift, the ICT 
Commission also introduced metadata as a pivotal concept, seen as crucial 
for furthering industrial development, as well as for sparking the next 
generation of policymaking in the shape of “digitalisation” in the 2000s.

When reflecting on their time in the Commission, former members 
often describe it as coloured by a sense of “euphoria.”99 One member 
noted, ”We tended to look toward the horizon, paying very little attention 
to the road ahead.”100 Such wordings appear well-rehearsed and reflect the 
utopian literature and political shaping of the IT sector in the Western 
world during this period.101 For this reason, this period is full of inconsist-
encies, tensions, and vague concepts lacking defined boundaries. The ICT 
Commission itself remained amorphous, making it difficult to attribute 
a singular voice to it, despite members retrospectively referring to a 
 cohesive “we.” What is evident, however, is that voices from the ICT 
Commission’s agora reflected optimism, particularly regarding how mar-
ket mechanisms could drive development. It also remained loyal to the 
overarching goal of propelling Sweden into the Information age, some-
thing that had been the basic rationale for its very existence in the first 
place. 

In this regard, the ICT Commission served as an intermediary between 
the state, the business sector, and individual citizens in an interesting way. 
The visions articulated by the ICT Commission, forming their IT agora 
or intellectual marketplace, were aimed at bridging the gap between the 
political elite and the general public. The commission sought to persuade 
the broader public of the vast potential of the information age, while 
navigating concerns about surveillance and personal integrity. Therefore, 
the ICT Commission’s reports and initiatives can be interpreted as 



122   ·   peter bennesved

attempts to present a unified vision that could garner support from both 
the political elite and the public, despite differing levels of enthusiasm and 
apprehension about ICT advancements and their societal implications.

However, what is the connection to contemporary surveillance culture? 
Arguably, the ICT Commission’s efforts to promote a positive perception 
of ICT usage by addressing risks related to state surveillance, breaches of 
personal integrity, and later on emphasizing the importance of metadata 
offer insights into how a positive discourse emerged in public during these 
foundational years. It connects the history of the Information age with 
surveillance debates and issues. Viewing the Commission’s discussions 
holistically, I argue that the sociotechnical imaginary they promoted can 
be seen as a precursor to the social scientist David Lyon’s concept of 
“surveillance culture”, where voluntary sharing of personal data and 
liberal integrity laws are fundamental principles.102 According to Lyon, 
surveillance cultures are sustained by a surveillance imaginary (used here 
akin to Jasanoff and Kim’s STIM), which instils the belief that “users can 
safely entrust their data to large corporations”.103 

This was a core idea promoted by different members of the ICT Com-
mission. The early documents and reports of the ICT Commission indeed 
reflect many elements of a surveillance imaginary, similar to what Lyon 
describes. The sociotechnical imaginary of the 1990s, I argue, played a 
significant role in establishing a foundation or public acceptance of lib-
eral attitudes toward data sharing.104 From the outset, the ICT Commis-
sion advocated for surveillance-as-service, promoted a liberal perspective 
on personal integrity, and later emphasized the utilization of data and 
metadata production as valuable resources for the private sector. Today, 
metadata is a crucial component underlying the revenue models of glob-
al tech companies and is a highly debated topic owing to privacy concerns. 
Metadata has also continued to stir debate as the world now considers 
what AI will mean for us.
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